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DevOps



It’s expensive



Vulnerabilities lead to Exploits



It’s expensive



Virtualization and root access  

Four tiers of threats
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Application Security vendors



Is Security a Square Peg in a 
Round Hole of DevOps?

●
●
●



“Traditional” Application Security



Have to cover all your bases

Images from http://clipart-library.com

http://clipart-library.com


What if you could...

Scan all code, every time

Seamlessly for dev

Using FEWER tools 

With Dev, Sec, and Ops on the same page

And happy compliance auditors



“Shifting Left” is Key



“Traditional” Application Security



Types of Application Security



Continuous Application Security =  a United Workflow 



When vulnerabilities 
are present in an MR, 
you can easily 
see and triage them 
before the MR moves 
forward.

Enabling Developer To Address Security Findings Quickly



Vulnerability information at Developer’s fingertips



Portfolio-level Executive Dashboards



And now we have...



It Works!



Examples

https://about.gitlab.com/blog/2019/01/16/wag-labs-blog-post/
https://about.gitlab.com/customers/glympse/
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